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BIG DATA

The Parable of Google Flu:
Traps in Big Data Analysis

David Lazer,'** Ryan Kennedy,'** Gary King,® Alessandro Vespignani®**

Trends (GFT) made headlines

but not for a reason that Google
exccutives or the creators of the flu
tracking system would have hoped.
Nature reported that GFT was pre-
dicting more than double the pro-
portion of doctor visits for influ-
enza-like illness (ILI) than the Cen-
ters for Discase Control and Preven-
tion (CDC), which bases its esti-
mates on surveillance reports from
laboratories across the United States
(1, 2). This happened despite the fact
that GFT was built to predict CDC
reports. Given that GFT is often held
up as an exemplary use of big data
(3, 4), what lessons can we draw
from this crror?

The problems we identify are
not limited to GFT. Rescarch on
whether search or social media can
predict x has become common-
place (5-7) and is often put in sharp contrast
with traditional methods and hypotheses.
Although these studies have shown the
value of these data, we are far from a place
where they can supplant more traditional
mcthods or theories (8). We explore two
issucs that contributed to GFT’s mistakes—
big data hubris and algorithm dynamics
and offer lessons for moving forward in the
big data age.

In February 2013, Google Flu

Big Data Hubris
“Big data hubris” is the often implicit

surement and construct validity and reli-
ability and dependencics among data (/2).
The core challenge is that most big data that
have received popular attention are not the
output of instruments designed to produce
valid and reliable data amenable for scien-
tific analysis.

The initial version of GFT was a par-
ticularly problematic marriage of big and
small data. Essentially, the methodology
was to find the best matches among 50 mil-
lion search terms to fit 1152 data points
(/3). The odds of finding scarch terms that

IRIRBI5Z 18 ISMNBISCiEE

Large errors in flu prediction were largely
avoidable, which offers lessons for the use
of big data.

the algorithm in 2009, and this
model has run ever since, with a
few changes announced in October
2013 (10, 15).

Although not widely reported
until 2013, the new GFT has been
persistently overestimating flu
prevalence for a much longer time.
GFT also missed by a very large
margin in the 2011-2012 flu sca-
son and has missed high for 100 out
of 108 wecks starting with August
2011 (see the graph). These errors
arc not randomly distributed. For
example, last week’s errors predict
this week’s errors (temporal auto-
correlation), and the direction and
magnitude of error varics with the
time of year (scasonality). These
patterns mean that GFT overlooks
considerable information that
could be extracted by traditional
statistical methods.

Even after GFT was updated in 2009,
the comparative value of the algorithm as a
stand-alone flu monitor is questionable. A
study in 2010 demonstrated that GFT accu-
racy was not much better than a fairly sim-
ple projection forward using alrcady avail-
able (typically on a 2-wecek lag) CDC data
(4). The comparison has become even worse
since that time, with lagged models signifi-
cantly outperforming GFT (sec the graph).
Even 3-week-old CDC data do a better job
of projecting current flu prevalence than
GFT [see supplementary materials (SM)].
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Figure 1. Logical Overview of a
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